2FA Process

Two-factor authentication (2FA) adds an extra layer of security to your Addepar
account. When you sign in, you'll enter your email, password, and a six-digit
authentication code. This added step ensures that you—and only you—can access your
account.

Before you start

This process requires a mobile device. The authentication code cannot be generated on
a computer.

You’'ll need to download an authentication app, like Google Authenticator.

Turn on 2FA

We recommend setting up 2FA to protect your Addepar account, whether your firm
requires it or not. Follow these steps to set up 2FA:

Step 1. Download an authenticator
app from the App Store to your
mabile device.

Step 2. Sign in to Addepar Step 3. Scan the QR code with your
on desktop, iPad, or mobile. authenticator app.
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Step 4. Enter the six-digit code

i Step 5. Save your backup codes. Step 6. Click Done and sign in.
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The next time you sign in to Addepar, you’ll need to enter the six-digit authentication
code. To skip this step for the next 30 days, select “Don’t ask again on this computer.”



